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m “The Global War on Terror has forced the Army’s hand... compelling Army
Leadership to change on a reduced timetable.”
— CSA, 28 Jul 04, European Stars & Stripes

Enterprise Transformation is the process of changing institutional and
operational culture, processes and technology to achieve the Army Vision

Congress is frustrated with pace of change in DoD and has imposed new
compliance, certification, and approval procedures that must be accomplished
prior to each milestone review

[0 Programs that fail to comply risk loss of funding

Army management and implementation of Enterprise Transformation will
contribute to achieving the Army Vision and the major objectives of the Army
Campaign Plan

[0 Proposed governance structure:
Army Transformation Leadership Council, Mission Area Leads, and
=5 Domain Owners
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Introduction

B Course Learning Objectives:

[

= Army Enterprise Integration Oversight Office

Understand the BMMP goals, objectives and timeline
Understand the impact of BMMP on Army Enterprise Transformation

Understand the impact of BMMP on the organizations, processes,
procedures, programs, and systems of the attendees

Focus is Business transformation — not Systems modernization!

24 September 2004



Introduction

B Enterprise Transformation

[0 Whatis it, why do it, why now

[l What does BMMP have to do with it?

OUR ACCOUNTING
SYSTEM IS S0 IN-
ACCURATE THAT WE
DON'T KMNOLJ) HOW
PROFITABLE AMNY-
THING IS.

I LWAS LOOKING
FOR FUMNDIMNG,
NOT A HUG.

ITS SO BAD THAT
Y¥OU COULD MANAGE
RANDOMLY AND CLATIM
SUCCESS NO MATTER
WHAT HAPPENS.

Sed-e o204 Soott Adams, Inc fDISE by UFS. Inc.

www. dilbert.com scottsgama®sclcom

D LFS, Ing,
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Army Enterprise Transformation

Warfighter Needs The Army Vision is to enable Core Competencies:

*Train and equip soldiers and grow leaders

Business Processes

*Provide relevant and ready land power to the
Combatant Commanders and the Joint Team

Operational Army

Institutional Army

Current ) Future

B Enterprise Transformation is the process of changing institutional and operational
culture, processes and technology to achieve the Army Vision
B Enterprise Transformation impacts the entire Army Enterprise
[0 Active, Guard, Reserve, Civilian and Contractor
[0 The Army as One Enterprise

e— Enterprise Transformation enables the Army Core Competencies
= by adapting business processes to better support the warfighter
12 S)
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B Overview: Business Management Modernization

Program (BMMP)

[1 Authority, References, Mission, Strategy, Goals, Scope

[1 Definitions

Major elements of BMMP

[0 Governance and Approach

[0 Business Enterprise Architecture
[1 Increments (Phases) and Timeline

Break (1030-1045)

Major elements of BMMP
[1 Relationship to the Acquisition Lifecycle
[1 Transition Planning & Portfolio Management
[0 BMMP Compliance
[0 BMMP Performance Measures

S m Lunch (1 hour)

= Army Enterprise Integration Oversight Office
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Impact of BMMP on Army Enterprise Transformation

B Major Architectures and their relationship to Enterprise Transformation

[1 Discussion of the Architectures movement and its role in Enterprise
Transformation

Army Portfolio Management
[1 Discussion of Army Portfolio Management Approach

Break (15615 — 1530)

B Army Enterprise Transformation Approach
[0 Governance, Approach, Timeline
[1 Roles & Responsibilities
[0 Performance Measures

{ @ Wrap Up / Q&A

= Army Enterprise Integration Oversight Office 54 September 2004



Business Management Modernization
Program (BMMP) Overview

As Presented by: Dr. Paul Tibbits, Director
On June 3, 2004

Arming the Warfighter
Through Business Improvement

www.dod.mil/comptroller/bmmp




...we can more readily

...identify
chemical warfare
experts through
an integrated
employee
information
profile

...standardize and
: simplify a chart of
i """-. accounts.

...have one
standard
accounting code
structure that
satisfies all

...know what
munitions are
available in any

reporting entities ' S given place at
and requirements. any given time
Department of Defense Arming the Warfighter Through Business Improvement 24 September 2004 Page 9



The Need for Change is Glear

» Services and Agencies have individual processes and over 2000
supporting systems that focus primarily on their own operations

» Results are:
e Costly, redundant and inefficient management of DoD resources
e Accurate, reliable, timely, information not available for decision

Combatant Commanders Services Agencies
. = A g U
Army Navy Air Force Marmes- DLA NGA DISA

Arming the Warfighter Through Business Improvement
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Learning Objectives

» Understand the authority, mission, strategy, goals and
scope of BMMP

» Learn the Terms of Reference, and understand the
concepts behind them

Arming the Warfighter Through Business Improvement
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Program Authority - References

» July 2001:
e Secretary of Defense (SECDEF) established the department-wide Financial Management
Modernization Program (FMMP) under the Under Secretary of Defense (Comptroller).

e The transformation of the Department’s financial management operations includes not only
finance and accounting but also all business activities.

» December 2002:

e PL 107-314 (National Defense Authorization Act FY03), Section 1004, established the
requirement for the DoD to build an Enterprise Architecture, and for a Transition Plan for
implementation.

> May 2003:

e Renamed to Business Management Modernization Program (BMMP) under the joint
sponsorship of the Under Secretary of Defense (Comptroller) and the Assistant Secretary of
Defense (Networks and Information Integration).

» September 2003:

e Secretary of Defense reconfirmed this commitment by designating DoD business
transformation as one of his top ten priorities.

» To comply with ITMRA of 1996 and OMB Circular A-130

Department of Defense Arming the Warfighter Through Business Improvement 24 September 2004 Page 12



BMMP Mission, Strategy, and Goals

Mission
» Support the Warfighter with world-class business operations

Strategy
» BMMP will lead DoD’s business transformation by:
e Driving Domain Business Process Reengineering
e Developing and maintaining the Business Enterprise Architecture (BEA)
e Implementing capabilities-based Portfolio Management
e Performing System Assessments

e Utilizing the Global Information Grid Enterprise Information
Environment

Goals
e More $$% for the Warfighter
e Optimize Warfighter Support
e Increased Return on Taxpayer Investment

Arming the Warfighter Through Business Improvement
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BMMP: The Largest Transformation Effort in Government or Industry

» 5.5M employees, service members
and beneficiaries

e Paychecks and W-2’s
e Personnel records and actions

e Medical and Dental records,
appointments, admissions and
discharges

e Training records, plans, and
scheduling classes

e Travel requests, tickets, vouchers

» $400B* /Year
e 267 Appropriations
e 124 Million accounting transactions

e 11.2 Million invoices

Department of Defense

Arming the Warfighter Through Business Improvement

» $700B* in Assets

» 600K Buildings, 6,700 locations, 146
Countries

e $620B in Real Property Assets
» 2.3M square feet of buildings
» 32 M acres

» 1,312 Major weapons systems
e 4.6 Million parts and supplies managed

» 150+ Federal Source Laws and
Regulations (Ex. Title 5, 10, 32, 37)

e 4,200+ Specific requirements from source
laws

» 2,274 Business Systems ... and
Counting

e Different standards and interpretations of
rules and requirements

24 September 2004 Page 14



Definitions

» Transformation:

e A process that shapes the changing nature of military competition and
cooperation through new combinations of concepts, capabilities, people, and
organizations that exploit our nation's advantages, and in doing so protects
against our vulnerabilities to sustain our strategic positions, which helps underpin
peace and stability in the world.

e Source: DoD Transformation Planning Guidance, April 2003

» Enterprise:

e An organization that consists of people, processes and technology that uses
information networks to interact with members, suppliers, or end users.

» Army Enterprise Transformation:

e The process of changing institutional and operational culture, processes and
technology to achieve the Army Vision.

e Active, Guard, Reserve, Civilian, and Contractor

e One Army, One Enterprise

Department of Defense Arming the Warfighter Through Business Improvement 24 September 2004 Page 15



Definitions

» Enterprise Integration:

e The unrestricted sharing of data and business processes throughout networked
applications or data sources within and across organizations. El can help to
improve mission accomplishment and result in more effective resource utilization.

» End-to-end processes

e From initiation to receipt/conclusion, across the spectrum of operations

» Mission Areas (4)

e Warfighting, Intelligence, Enterprise Information Environment, Business Mission
Area

» Domains (6)

e Functional Business Areas that provide institutional support to the Warfighter
(Details in your handout — Backup Panels)

» Accounting & Finance, Acquisition, Human Resource Management,
Installations & Environment, Logistics, Strategic Planning & Budgeting

Arming the Warfighter Through Business Improvement
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Definitions

» Enterprise Architecture:
e A strategic information asset base, which defines the mission

e The information necessary to perform the mission
e The technologies necessary to perform the mission

e The transitional processes for implementing new
technologies in response to changing mission needs,
and includes:

=~
» Baseline Architecture BEA
» Target Architecture ~— and
Transition
» Sequencing plan » Plan

e Source: PL 107-347, sec 101a

Department of Defense Arming the Warfighter Through Business Improvement 24 September 2004 Page 17



Definitions

> Composition of Enterprise Architecture (PL 108-260):

® DArlljinformation infrastructure that, at a minimum, would enable the
oD to:

» Comply with all Federal accounting, financial management, and reporting
requirements;

» Routinely produce timely, accurate, and reliable financial information for
management purposes;

» Integrate budget, accounting, and program information and systems; and

» Provide for the systemic measurement of performance, including the
ability to produce timely, relevant, and reliable cost information.

e Policies, procedures, data standards, and system interface
requirements that are to apply uniformly throughout the Department of

Defense.

» What is a System? (reference supplemental slides)

Arming the Warfighter Through Business Improvement
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Whatis a “System”

Starting With a Baseline of what is in the DoD IT Registry

Is it: Is it P
A set ofinformation COTS Offiié Automation Is it: g

R r rganized for * o
esoijhgesoﬁegc?ion edfo Software Products/Suites $1M or more, in X
<P storage, processing maintenance /*An Information Assurance Initiative** total, across all >
USE. sharing dissemination. « An Architecture Initiative** appropriations/funds, spent >
e ) ’ itiative* on itin any year (7))
disposition, display, A Data Management Initiative e F\B(/DyP'? é
or transmission YES NO ' YES =
of information?”” > > . > | =
@ Examples of what we expect to see repopted if it meets the s
@ dollar criteria above: 3
* AIINSS I
NO * All ACAT levels =
YES NO | - Mission Critical; Mission Essential; Mission Support =z
+ MAC 1; MAC 2; MAC 3 §
* DoD-wide, Joint r
* Federal System used by DoD or supported by DoD g
* DoD System used as a Federal System 17,
 Multi-Component System E
» Component Standard System =
* Major Command Standard System IJ:
* Below Major Command (bridges, uniques, used at a o
single site) >
v v vy ° Data Stores ;'

[ DO NOT REPORT AS A SYSTEM ]

* Definition of DoD Information System (DoDD 8500.1, Information Assurance) ** Not directly related to a system

Arming the Warfighter Through Business Improvement
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Learning Objectives

» Understand the Governance structure
eldentify the Mission Areas and Domains
eRoles and Responsibilities

» Understand the role of process mapping

» Understand the need for Enterprise Security

Arming the Warfighter Through Business Improvement

Department of Defense 24 September 2004
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Where we fall within DOD/ the Global
Information Grid (GIG)

I Business I Warfighting
/ I Mission Area I Mission Area
/ \ Governance I Governance
/ : |
/ °6 g = S 2 | B
/ B2 5. S5 BE-i,. sMllE 5. 3 ©
I|ESE 28558 558 £5 28%|'| 8  § & 9 Eg
/ SE5i S5 £t SHEI=SSE:D L= 2 o i w ) £ E
9fd8: g8 tgoiss58 o5 8§l 2 =1 8 |2 .
g 2° 1§50 25°:38 9ad | e 2.8 | 3 o=
Business | = - N EEEEER
i o L 0
Management | : . =
. . ©
Modernization I ' B
____________ J
Program (BMMP)
working with the +«———— Enterprise Information Environment ——
Mission Area
Enterprise Information
Environment (EIE) Governance
Mission Area C— Core
Communications Inf P 9 Enterprise
Sub-Domain nfrastructure Services
Sub-Domain Sub .
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BMMP Governance Structure

/ OUSD(C) -- Accounting & Finance \ SecDef
(ACCI/FIN) DepSecDef

OUSD(AT&L) -- Acquisition

(ACQ) BMMP Executive Committee

OUSD(P&R) -- Human
< Resources Management (HRM)

BMMP Steering Committee

OUSD(AT&L) -- Installations
& Environment (I&E)

OUSD(AT&L) -- Logistics

(LOG) <«—> ((Domain Owners Integration

Team (DO/IT)

K OUSD(C) -- Strategic Planning Y
& Budgeting (SPB)

Business Domains

Business Enterprise Architecture

Review and Change Control

OASD(NII) | Char
oar:

Enterprise Information Environment
(EIE) Mission Area

Business Modernization = Business Domains
and Systems Integration = DoD Mission Area
(BMSI) j — = BMMP Program Office

24 September 2004 Page 22

3/4/04 Version

Department of Defense Arming the Warfighter Through Business Improvement



» DoD Components

e Successful transformation clearly requires the active participation and
support of all DoD Components (Military Departments, Defense
Agencies, and DoD Field Activities). Accordingly, each Component is
responsible for:

» Communicating requirements to the Business Domains, as the
latter leads the business process reengineering and solution
implementation efforts

» Chartering a governance structure within the Component that
facilitates participation, cooperation, and integration of the six Business
Domains and EIE Mission Area across the Component

e Accounting & Finance, Acquisition, Human Resource Management,
Installations & Environment, Logistics, Strategic Planning & Budgeting
— Enterprise Information Environment MA

» Deploying only Business Enterprise Architecture-compliant systems

Arming the Warfighter Through Business Improvement
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BMMP Approach - The 7 Responsibilities’

e The DoD strategy for business transformation is fo delegate implementation
authority, responsibility, and accountability to the OSD Business Domains for
their respective business areas.

e Each OSD Business Domain has the following responsibilities:
1. Leading the business transformation within the Domain

2. Establishing and maintaining a Domain governance process that ensures
representation of the Components and appropriate Federal agencies

3. Managing its respective portfolio to ensure implementation of and compliance
with the Business Enterprise Architecture (BEA) and transition plan

4. Performing system reviews and approving initiative funding as part of portfolio
management

5. Assisting in the extension of the BEA
Guiding implementation activities

7. Representing the Domain’s perspective in resolution of cross-Domain issues

Arming the Warfighter Through Business Improvement
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BMMP Approach - Primacy of Process Manpping

» Focus on Capabilities first:
e Define the required capability
e Develop an end-to-end functional process to deliver
e Then find / fit the solution

» If you focus on the Technology first, you risk
e Defining the capability in terms of what you can provide
e Finding faster ways of doing what you have always done

e Upgrading the current solution instead of redefining the
capability needed

Arming the Warfighter Through Business Improvement
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‘E."
/ BMMP Approach - Security of Enterprise Solutions

» Enterprise Transformation, and Enterprise Solutions:
e Require end-to-end Enterprise Security
e Guaranteed access, when and where needed
e While denying the enemy

» Must be considered, developed, and delivered across the Enterprise —
not system by system

» Electronic Government Act, Dec 02; Title Ill — Federal Information
Security Management Act (FISMA)

e Framework for annual IT security reviews, reporting, and remediation planning

e Quarterly reports required: Number of IT systems accredited (Mission Critical
and Mission Essential)

e Annual report due 1 Sep, locking the FY04 DoD FISMA report
e All Services accreditation percentages reported
e Results will drive reprogramming; systems not accredited at risk

Department of Defense Arming the Warfighter Through Business Improvement 24 September 2004 Page 26
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Learning Objective

» Understand the BEA and it’s four elements
» Understand the three BMMP increments

Arming the Warfighter Through Business Improvement
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What is the Business

Enterprise Architecture (BER)?

» The BEA provides a mechanism to better manage the DoD’s business
operations and to structure the complex systems and organizational
interrelationships.

» The BEA will serve as a blueprint to:

e Guide and constrain investments in DoD organization, operations, and
systems as they relate to or impact business operations;

e Provide the basis for the planning, development, and implementation of
financial and business management systems that comply with Federal
mandates and requirements; and

e Produce accurate, reliable, timely, and compliant information for DoD staff.

Department of Defense Arming the Warfighter Through Business Improvement 24 September 2004 Page 29



» The BEA is divided into the following four elements:

e All View (AV):

» Provides for overarching aspects of the architecture that relate to all additional
views. These aspects provide the scope and context for the architecture.

e Operational View (OV):

» Provides the DoD with a depiction of the organization-wide business
environment and the supporting operational activities both from an “As Is” and
a “To Be” viewpoint.

e System View (SV):

» Describes the set of system capabilities that will provide DoD decision makers
with accurate, reliable, and timely access to business operations information
required to operate in key DoD enterprise business areas.

e Technical View (TV):

» Contains the set of technology constraints that will drive the manner of system
implementation.

Arming the Warfighter Through Business Improvement
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BMMP/DoD-Wide Increments:

Enterprise Focus1/2/3

Enterprise Focus:

» Re-engineer the processes and identify the information requirements
necessary to implement a modern, integrated, net-centric Business
environment that supports the Warfighters’ needs

» Increments (Phases)
e Increment 1: BEA 2.3 (Oct 04), BEA 2.4 (Jan 05)
e Increment 2: BEA 3.0 (Apr 05), BEA 3.1 (Jul 05), BEA 3.2 (Oct 05)
e Increment 3: BEA 4.x (1Q06)

Arming the Warfighter Through Business Improvement
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BMMP Capability Map

(Larger version available in your handout)
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BMMP/DoD-Wide Increments:

Enterprise Focus1/2/3

Increment 1: BEA 2.3 (Oct 04), BEA 2.4 (Jan 05)

e Achieve unqualified audit opinion for consolidated DoD financial
statements, including related processes to achieve Asset
Accountability and address other Material Weaknesses

e Achieve total personnel visibility to include: military service members,
civilian employees, military retirees, and other US personnel in a
theater of operations (including contractors and other federal
employees)

Arming the Warfighter Through Business Improvement
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BMMP/DoD-Wide Increments:

Enterprise Focus1/2/3

Increment 2: BEA 3.0 (Apr 05), BEA 3.1 (Jul 05), BEA 3.2 (Oct 05)

e Align acquisition practices with Government & Industry best practice
benchmarks

e Achieve total asset visibility and accurate valuation of assets
(includes Operating, Materials and Supplies; Inventory and Property;
Plant and Equipment)

e Enhance force management through position accountability and
visibility (military and civilian)

e Improve military health care delivery through a more efficient
healthcare claims system, more accurate patient diagnostic coding,
and joint medical material asset visibility

e Improve environmental safety and occupational health

Arming the Warfighter Through Business Improvement
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BMMP/DoD-Wide Increments:

Enterprise Focus1/2/3

Increment 3: BEA 4.x (1Q06)

e Implement Planning, Programming, Budgeting and Execution
(PPBE) process improvements in accordance with Joint Defense
Capabilities Study recommendations for a capabilities-based
PPBE process

e Achieve integrated total force management

e Improve installation management

Arming the Warfighter Through Business Improvement
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Path III BIISIIIBSS Transformation

INC 1 INC 2
As-IS )
Systems Baseline =~ BEA BEA |[BEABEA BEABEA| BEA
Inventory Requirements 1.0 202122 2324|3.0

® & 400 00

INC 3
BEA BEA BEA
4.0 5.0 X.X

FY
New Content Architectural Views
BEA 2.2 (July 2004)
Enterprise Business Process Model & Business Rules OV-6¢ and OV-6a
Enterprise Data Model Ov-7
FASAB (complete), Dynamic Object Oriented Requirements System
Public Law, Exedcutive Orders, OMB A-11 (partial) (DOORS)
BEA 2.3 (October 2004)
Finish Remaining Federal Requirements & Business
Rules, Start DoD Requirements OV-6a, OV-6c, and DOORS
Update Enterprise Data Model Ov-7
Integrate Activity Models/Info. Exchanges/ Operational 3 5 3
Nodes with EBPM OV-5, OV-2, OV-4
Integrgte Systems Interface Descriptions and Systems SV-1, SV-4. SV-5
Functions
BEA 2.4 (January 2005)
Complete Remaining DoD Requirements OV-6a, OV-6¢, and DOORS
Additional Architecture Products OV-1, OV-2, OV-3, OV-7, SV-3, SV-6, SV-9, TV-2
Updated with each Release AV-1, AV-2, TV-1
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(Larger version availabie in your Handout)
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Wersion 1.7 - May 5, 2004
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Learning Objective

» Recognize the relationship between BMMP and the
Acquisition Lifecycle

Arming the Warfighter Through Business Improvement
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Joint Capabilities Integration & Development

System (JCIDS) - Ties to DoD 5000 Series

Strategic Policy Guidance

ICD - Initial Capabilities Document I
CDD - Capability Development Document
CPD - Capability Production Document Joint Operating Concepts

Joint Functional Concepts

Integrated Architectures

- N

0
0 : 2 _
® |IcD E ® |cDD £ |cPD
= C t
g P> Dggi(;iec?n .................... MS-A |- E ........ ) > MS-B |7 2| ......... S » MS-C
— - 4
© < < — 1
c AoA ‘ < :
1]
< AA A A A : A Ao
(7] JROC DAB/ DAB/ T JROC DAB/ "u'] JROC DAB/
= ITAB ITAB & ITAB o ITAB
O
=
DAB - Defense Acquisition Board
ITAB - Information Technology Acquisition Board
KDP - Key Decision Point
JROC - Joint Requirements Oversight Council
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Path to Business Transformation

Architecture
- —/ | —/
Requirements Architecture Cepeeleilisy Implementation To-Be
Demos
W/ II W/
Mo_d ellng_ and Business Process Scenario/Model
Simulation Scenarios Modelin Simulations
(M&S) Activity 9
As-Is
Systems Baseline BEA BEA BEA BEA BEABEABEA BEA BEA BEA
|nvent°ry Requirements 1.0 2.0 2.1 2.2 23 24 3.0 4.0 5.0 — XX
L L L ® O 6 G600 L L L
FY] 2002 2003 2004 2005 2006 2007 2008 >
ncrement One ‘ Increment Two ‘ Increment Three

¢4 ¢ s ¢ s ¢ .
AoA RFP Demonstration 10C Implement FOC Maintain

Acquisition
Activity

e.g., TRANSCOM
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DoD Acquisition Activity Lifecycle

(Larger version availahle in your Handouts)

Pre-Systems Acquisition > ¢ System Development and Demonstration > < Production and Deployment
%Tg,%t t R%ﬁﬁgeet Technology Development System Integration > System Demonstrat|on> i L|m|ted é}FuII ngeol?/r;%gh;cno &
Prgggsigesgvie | |_ Program Planning / Management | %’ﬁg?#,%&t&
: versi
& Improvement m Mgmti- Go L : Interconnection & Inter— APB (F
SRVEPR Rop: /F\’D)/IACharter | E%ta Mgt 8 rsr% ngﬂ}SIS Continuity of Operations Plan oper_ability Capabilit CIing(er-)Cohen Compliance urflormea%oces
e-off Studigs |PT Charters ( ) Frelle () nie RactPy BEA Self-Assessment (Fi E'%asureme”tf
i OTByal | TEMP A8 1) - hen Compliance R Stds Profile B9 TR
Business ﬁepor’}/a - Eegan LISl RO eIk A G Capability Production & Q
Capal?llltles ég%lfusmon BEA Self-Assessment (U)
Estap!lshment Cl;stgr%lyer MOU gapalbllltles Information Assurance/ Security |
_ico EA Self. nsrcommeston & - ssaav2 = 354AM85Kn vemo) —ssaava
Assessment (1) _|peragq|ty apa%mty Profile (I} - - -
on ISSI%% Prﬁfule (1) ‘—ﬁk—lechnwal-ﬂmﬁ-ﬂammgmﬁagemem—l
P (L;apabmty mlmdtt Software Development BlhProcess Improvednent Plan
EO MOU
Plan System _ System i | Deployment Planning |— ch t
‘Analysis A Design System Development (Build or Purchase) DeSI%gy%Sd 0
Informatio « Purchase and Configure Products [~ Transition Plan System
_ [=haronmation | Infra. Svcs . — Trainin ans
[ teceno ] Support Plan ‘R;quess. 0 « Integrate with Other Systems Training Pt ) )
Comptroller Approval System Req ts — P:’gguct Delivery & Installation
SR —_ Requirements — Infrastructure Svcs Request (F)
(@D Management Review — lloc:
% Techr?ical Review T OS D(C) I CIO Aﬁbrov I I Module Test End-to-end Test
Activity I Tes_t v men v ion Integ(ation Test  Performance Test
o - | = JS Approval pomi N
= Initi = R Test Plans
0= it ()~ e = BEA Self Assessments L of oo
[ {Tﬁ Operational Test & Evalyafion Sitef\cceptance
- - est
nly for Pgms with < B Ongoing Operational [ Customer Assessment_____________ T est J?'e ancy Reports
ol B going O = ité SeRency Rep Pl Aesselance

3 = Performed by DFAS
Resource Mgmt Office

Total Ownership Cost ~ - eports
2= Required only for MAIS CM Plan @. ompliance Certificationsy FitiRo &#Apility
Programs QA Plan [ QA Audit ReporgVvie [ FCA/PCA Checklists

4 =Not applicable to COTS coo I Functional ("nnfmura;};rl;n ITI Aloostod BT T Froduct [ Operational
s P | 328 ostst e e — 5
d a%l dln Comptrojler mpteoller b Comptroller Approval
A ppr)(l quwgd Approval eq:llredt Approval Rgquired Reqyired Prior to Milestone

Decision ReY. Milestone Al miTestone Milestone B| Prior to IPR Milestone C MDA

Presentatio Presentation Presentation Milestone Presentation Presentation| authorizes

to CIO/BIE to CIO/BIE to CIO/BIE to CIO/BIE to CIO/BIE FRP based §/li% 7.0

oun Council Council Council Council on ﬂTR.I-_rpf 4
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JGIDS Process with new Approval / Gertifications

Strategic Policy Guidance _

ICD - Initial Capabilities Document I | LEGEND |
CDD - Capability Development Document - - < Comptr/ CIO Approval
CPD - Capability Production Document Joint Operating Concepts Joint Staff Approval
Joint Functional Concepts Management Reviews
i BEA Certifications
Integrated Architectures
0 2 _
® |IcD E ® |cDD £ |cPD
= C t
g » Dgglc;?opn .................... MS'A ........ 2 ........ > .................... } MS-B ........................ 2| ......... } ............... » MS-C
— - 4
© < < =
c AoA ‘ < :
1]
< A AT A A A A A
(7] JROC DABJ/ * DAB/ i JROC * DAB/ "m" JROC * DAB/
= ITAB ITAB & ITAB o ITAB
O
DAB - Defense Acquisition Board
ITAB - Information Technology Acquisition Board
KDP - Key Decision Point
JROC - Joint Requirements Oversight Council
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Learning Objectives

» Understand the Transition Process — How it all fits together

» Understand the concept of Portfolio Management

Arming the Warfighter Through Business Improvement
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Transition Process

BMSI/Domains Domains/Services

A A
e N\ ' N

Continuous Improvement _——— = =1
Transition Plan

| [
| Business Process | |
Reengineering N
: R | o+ r——
Busme_ss Capabilities  Portfolio Management : |
Enterpnse Document (ICD), . .
- S e L] Acquisition | i|
Architecture Programs :
|: (Streamlined) : [
_ I Legacy |
_ GOAL: _ : Remediation 1
Incorporate unambiguous requirements, rules, |: | (Refresh, Replace, Retire) :
regulations, and priorities upfront in the I ————-.
acquisition process. o me R
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Transition Planning and Portfolio

Management

» Transition Plan (new version to be published within 30 days of new BEA release):
e Schedule and Milestone Plan

Capability Maturity Profile

Packaged and Segmented Capabilities and Requirements

Compliance Plan

Change Management and Communications Products

» Portfolio Management
e Capabilities-based

e Memo on Information Technology Portfolio Management signed by DEPSECDEF
(March 22, 2004)

» "Decisions on what IT investments to make, modify, or terminate shall be
based on Global Information Grid Architecture, mission area goals, other
architectures, risk tolerance levels, potential returns, outcome goals and
performance”.

> Kolicy applies to all six JWCAs, all six Business Domains and the EIE Mission
rea.

e Management Initiatives Decision (MID) 918 (DRAFT)
e Systems Assessments
» Within IT portfolios and between IT and non-IT investments.

Arming the Warfighter Through Business Improvement
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DoD Portfolio Management Approach

» Portfolio Management 4 Core Activities:

e Analysis

» Linking Mission Area goals to DoD Enterprise vision, goals, objective,
priorities, capabilities, as well as how these will be achieved and measured;
Identifies gaps and opportunities; identifies risks and how these will be
mitigated; provides for continuous process improvement; and determines
strategic direction for mission area activities and processes.

e Selection

» Identifying the best mix of IT investments to achieve outcome goals and
plans as well as transition to “to-be” architectures.

e Control

» Ensuring a portfolio and individual projects in the portfolio are acquired in
accordance with cost, schedule, performance and risk baselines and
documented technical criteria, and remain consistent with the current
approved version of the GIG Integrated Architecture.

¢ Evaluation

» Routinely and systematically assess and measure actual contributions of the
portfolio as well as support adjustments to the mix of portfolio projects, as
necessary.

e Source: DEPSECDEF Memo: Information Technology Portfolio Management, 22 Mar 04
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Learning Objectives

» Understand the BMMP Compliance Certification requirement

» Understand the process

Arming the Warfighter Through Business Improvement
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What is System Compliance?

» System compliance is the process and criteria used to demonstrate a business
system conformance with the BMMP goals and objectives.

e Demonstrate alignment to the BEA system functions and business rules
e Mitigate risks to achieving an unqualified audit opinion for FY 2007
e Reduce unnecessary system capability duplication

» System compliance involves an assessment of the system by the DoD Program
Manager, followed by a multi-level review process that includes the Business
Domains and BMSI, before approval by the DoD Comptroller.

» The degree of conformance to the system compliance criteria is one area
considered by the Business Domain(s) in their portfolio management review of
the system.

» Where can | learn more? BMMP Compliance Documentation on the BMMP Portal -
e htips://portalbommp.dfas.mil/ Domains Tab (Requires Registration / User ID and Password)

Arming the Warfighter Through Business Improvement
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Why do System Compliance Gertification?

Systems
» Section 8084 of the DoD Appropriations Act of 2004 mpliance:
(Public Law 108-87) states: 338 tl;.w eaL :ve:,

(b) CERTIFICATIONS AS TO COMPLIANCE WITH FINANCIAL MANAGEMENT
MODERNIZATION PLAN.

(1) During the current fiscal year, a financial management automated information

system, a mixed information system supporting financial and non-financial systems,
or a system improvement of more than $1,000,000 may not receive Milestone A approval,
Milestone B approval, or full rate production, or their equivalent, within the Department of
Defense until the Under Secretary of Defense (Comptroller) certifies, with respect to that
milestone, that the system is being developed and managed in accordance with the
Department's Financial Management Modernization Plan. The Under Secretary of Defense

(Comptroller) may require additional certifications, as appropriate, with respect to any such
system.

» A draft Management Initiative Decision will expand the Public Law requirement for

the Comptroller’s approval to all business systems improvements of more than
$1,000,000.

Department of Defense Arming the Warfighter Through Business Improvement
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Program Manager

Perform BEA

System Compliance Certification

Available on BMMP Portal

Program/ Initiative

Assessment and — > Notification | |
provide Program :
Data |
No No :
T
Domain |
| | e \\\ |
Evaluate Compliant Portfolio | 7 e s
BEA w/ BMMP Management —»<_ Recommendation.” Domain
Assessment Objectives Review (PfM) | AN e Notification
and Program | = . 7 @ @ temmmmmmm—————- ! . s
Data Yes\ -7 A A
BMSI
v
Certification Package Generate
Package Acceptable Comptroller
Review Recommendation
A
Comptroller
v
|I——— -1 o A
SN . - Portfolio Management Governance Certification Approve I§§ue )
FI‘:Ck_age Certification Cef;’:f'caﬂon
eview emo
""" > As required ves
Note MAIS programs addressed through the Defense Acquisition Process
Arming the Warfighter Through Busin Improvemen
Department of Defense g the Warfighte ough Business Improvement 24 September 2004 Page 50



Comptroller Compliance Criteria

Domain Compliance Criteria

Comptroller Compliance Criteria Subset
Identify and Classify System Assess System for Each Category (1-5)

——> Provide general system 1
information ﬂDetermine conformance

with BEA
General Requirements

Determine conformance
with BMMP
Technical Direction

. ! Determine conformance
Classify system | with applicable Business i
according to one or more | Rules
System Capabilities |

Provide System’s
Increment One role

Provide System
Interfaces

Obtain the system'’s ,
Transition Plan and Program f e

Dependencies
< Available on BMMP Portal >

Domain Compliance Criteria
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Domain Compliance Criteria
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» Visit the BMMP website to learn more about
System Compliance.

» OSD Domain Owners maintain the most recent
systems compliance packet requirements.

» Request your System Compliance package
through your Domain Owner.

Arming the Warfighter Through Business Improvement
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Learning Objectives

» Recognize the BMMP Performance Metrics
» Understand the mapping (BMMP — Army Mission Area / Domain)

Arming the Warfighter Through Business Improvement
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» DoD Enterprise Business Transformation Metrics

e Goal 1: Provide timely, accurate, reliable information for
Business Management

» Objective 1.1 - Achieve unqualified audit opinion on the 2007
consolidated DoD financial statements

» Objective 1.2 - By 2007, achieve total visibility and accurate valuation
of assets to include Operating, Materials, and Supplies (OM&S);
Inventory; and Property, Plant and Equipment (PP&E)

» Objective 1.3 - By 2007, achieve total personnel visibility to include:
military service members, civilian employees, military retirees, and
other U.S. personnel in a theater of operations (including contractors
and other federal employees)

» Objective 1.4 — Provide DoD decision makers timely access to
business information

Arming the Warfighter Through Business Improvement
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» DoD Enterprise Business Transformation Metrics —
cont’d

e Goal 2. Enable improved Business Operations

» Objective 2.1 — Adopt the Business Enterprise Architecture (BEA) for
acquiring, managing, and providing resources in support of the
Warfighter

» Objective 2.2 — Systematically enable efficiency and productivity
improvements to DoD business operations

Arming the Warfighter Through Business Improvement
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http://www.dod.mil/comptrollier/bmmp/pages/index.htmli

epa wwmummman
o : ernization Program_ N | _search
’ fi through BusinessImprovement &5

Program Enterprise
Overview Architecture

Quick Links I .
® Contact the BMMP ; i

Prograrn Office l R J
® FReqgister for BMMP g .

News Releases *And we must transform not only our armed
Bl s f but also the Department that
T o T P orces, but also the Department that serves
8 Doing Business with them by encouraging a culture of creativity

EIINE and intelligent risk taking. *

® Transition Plan

; Secretary of Defense
OoD Response to Public Donald Rurmsield

Law 107-314

Official Dol Responsze to
Public: Lasee 107-314
submitted to Congress on
March 15, 2004 Click here. .

VWelcome to the Business Management Modernization Program (BMMPY. BMMP
represents an unprecedented effort to integrate financial management and
business operations into a joint Defense Department business enterprise. We
strive to support our warfighters with world-class business operations. Through
business transformation we will:

e Expend fewer resources on business processes and systems

s Ensure that men and woman in uniform have the business information they
rneed when they need it

e [nform Congress and the public, with confidence, of where we spend resources
within the Department of Defense

Last Undated: 05714/2004
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Username:

Password:

Department of Defense

Business Management
Modernization Program

Arming the Warfighter through Business Improvefént”

To sign up for an account, click register...

Portal Training Qwerview in Flash

#« Data Repository Account Reguest Form

» lse the WNEW APPROMED Portal Address:
https:fportalbmmp.dfas. mil

BMMP Metwork Drive Password Reset

Problerns Opening an MS Enterprise Project

List of Workspaces as of October 29, 2003

BMMP Portal User Manual

How do I get a private workspace created for my team?

BMMP Data Repository Help Desk Contact Information
Portal Training Sessions Awvailable

Tracker User's Guide
¥M User's Guide
¥M Web User's Guide

Arming the Warfighter Through Business Improvement

o]

| i

BMMP Logo
Author:CMC

Team

Pick up your
BMMP
Missionision
card with logo
today from
the CMC
Office.

BMMP Portal:
htips://nortalbmmp.dfas.mil/

Arming the Warfighier
Through Business Improvement

N |
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Impact of BMMP on Army Enterprise Transformation

B Major Architectures and their relationship to Enterprise Transformation

[1 Discussion of the Architectures movement and its role in Enterprise
Transformation

Army Portfolio Management
[1 Discussion of Army Portfolio Management Approach

Break (15615 — 1530)

B Army Enterprise Transformation Approach
[0 Governance, Approach, Timeline
[1 Roles & Responsibilities
[0 Performance Measures

{ @ Wrap Up / Q&A

58
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Impact of BMMP on Army

Transformation

Learning Objectives

B Understand the role of Architecture in Enterprise Transformation

B Understand the role of Army Portfolio Management

B Understand the role of Army Enterprise Integration Oversight Office
|

Understand the impact of BMMP and Army Enterprise Transformation on you and your
organization 59
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Major Architectures and their Relationship to
Army Enterprise Transformation

Learning Objectives
B Understand the ‘Architectures’ movement
B |dentify the major Federal Architectures
aeennl @ Understand the Army Architectures
B Understand the relationship between the Architectures

60
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The Architectures ‘Movement’

Architecture is: the structure of components, their relationships, and
the principles and guidelines governing their design and evolution
over time (DoD Integrated Architecture Panel, 1995)

[0 Much more than technology

[1 Architecture represents people, processes and technology AND how
they interact to achieve the organization’s mission

m B Architectures describe how the various

Army functions, capabilities,
processes, and IT infrastructure
components fit together

An architecture is a ‘blueprint’ to guide decisions

61
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Enterprise Architecture — References Y

Ny Enterprise
Imtegratan Dversight OfMce:

B Clinger-Cohen Act of 1996 mandated Federal Agencies develop and maintain an integrated
information technology architecture.

B Federal Enterprise Architecture (FEA): Established in 1999 by the Chief Information
Officers (CIO).

[1 The FEA is a business and performance-based framework to support cross-agency collaboration,
transformation, and government-wide improvement. The FEA consists of five reference models
(BRM, SRM, TRM, DRM, PRM).

B DoD Architecture Framework (DoDAF):

[0 Public Law 107-314 (FY2003 Defense Authorization Act)
mandated that DoD develop and maintain an Enterprise Architecture.

[0 Command, Control, Communications, Computers, Intelligence,
Surveillance, and Reconnaissance (C4ISR) Framework
evolved into the DoDAF.

[0 DoDAF, Version 1.0, provides guidance for describing architectures
for both warfighting operations and business operations and processes.

B Business Enterprise Architecture (BEA)

[1 The BEA provides a mechanism to better manage the DoD’s business operations and to structure

| < the complex systems and organizational interrelationships. 62
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BEA Goals

BEA provides one DoD Reference Business Process
GOALS Model that ensures:

= Single interpretation of requirements:
v" Standard rules and policies

Enable Interoperability v’ Standard rules and policies are embedded into operational
throughout DoD processes

v’ Business transaction and event standards are explicitly
embedded into operations information exchanges

v Consistent and unique Data Model and Dictionary

= One DoD BEA Reference Business Process Model that provides
the foundation to enable end-to-end operational excellence

Achieve Operational » Embed DoD’s Net-Centric Enterprise Services in Business
Process Excellence Enterprise Architecture

= Provide link to Federal Enterprise Architecture through DoD EA
Reference Models

= Transition Planning based on Business Enterprise Architecture

Enhance Portfolio to achieve capabilities based on target processes

Management .
— * Relevant “As Is” analysis

D 63
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Relationship to Army Enterprise

Transformation

BHow will Architectures contribute to Enterprise Transformation?
[1 Understand the current state “As-Is” at a high level (Process)
[1 Identify the desired future state “To-Be” (Process)

[1 Define the transition plan — the intermediate steps between the “As-Is” and

“To-Be” (e_g_, process to pl’OCGSS)
Guide and Direct

Standards
Agency principles, | | o, o TRy- || Standards |:|
goals, and directions m Profile il
| ety m P

Current EA Target EA
{As-Is) Strategy (To- Be)

to support current and
roadmap for transition

Transition Processes

* Capital Planning and
Investment Control

b Eﬂ.plﬂ““i"ﬂ FHH

" Bystem life cycle il Sinnm
methodologies

e . = T T
" i } : Resources Inventory | IT Portfolio i
! A i Pessorngl, equipment, funds | |

________________________________________

Support and Manage i Partof CPIC 64
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Army Enterprise Architecture

B Army Enterprise Architecture (AEA) is the Army’s blueprint,
which describes Army solutions and maintains alignment with
the DoD-level GIG and the BEA.

!! ! p— : AEA is comprised of:

*Army Business
Enterprise Architecture
(BEA)

*Battle Command
Architecture (BCA)

L andWarNet
Architecture

Development
coordinated by the
CIO/G-6 Army
Architecture
Integration Cell
(AAIC)

Blueprint for transformation planning, drives investment decisions that
are linked to strategic objectives, and promotes efficient, effective
DOTMLPF decision-making enterprise-wide

= Army Enterprise Integration Oversight Office
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Army Enterprise Architecture

B \Why we need an Army Enterprise Architecture:
PL 107-314| FYO04 Auth

[0 Mandated in federal law and DoD directives R FY04 Appr

® DoD, CJCS, and Joint integrated specified tasks

PL 107-287 | FY05 Appr

[1 Army requirements:

® Transformation Roadmap, Strategic Planning Guidance, Army Campaign Plan,
APGM, Technical Guidance Memorandum

[0 AEA will provide decision support for achieving ACP major objectives

[1 Strategic enabling role of EIE mission area drives requirement for more
comprehensive AEA products to support increasing complexity of
integrating architectures

[0 Army programs must be certified by OSD Compftroller as compliant with
A the BEA prior to each milestone decision, or full rate production

66
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How does this impact me? =

Il.u‘lﬁll'l‘mm

(Checklist for Army Program Review Cycle) —

Pre-Systems Acquisition > 4 System Development and Demonstration > « Production and Deployment
(VS A D L_CDR
Development Rofnome Technology Developmen> System Integration > System Demonstratnc% > Dé"')'g')t,%" FUIlgggeosmg#ft
i Operation &
Prgggégeﬁgvie'.l |_ Program Planning / Management | Performaace
& Improvemen m Mgmti- Component - . Interconnection & Inter s
PM Ch P b n Interr APB (F) Audit Reports
BPABPH AOAC arter Biatg Mgmt %%\%SHGWSIS Continuity of Operations Plan |:operablllty Capability Clinger-Cohen Compliance Performapnce
oo R RN Y] O T8 Bl ) gl 554 Se-Assessment (gl
Business %OTS&/aI Econ ClingerCohen Compliance Rpt Capability Production &
Capabilities | |- Acquisition Analysis i BEA Self-Assessment (U)
Establishmen Strategy LCCE
y m Customer MOU
. ICD EA Self- ‘ oY)
Assessment () Army Program ‘Checklist
Planning . .
— v Guidance (APGM / TGM =>PEGs) Army Domains, staff, and
AoA
poA 1 . Program Man_agers can
OSD / Army Domain Approval assure Domain Complianc
| LEGEND | across the Army Program

¢ Comptroller Approval v OMB Exhibit 53 / IT 300 Submission

7 Joint Staff Approval
@» Management Review
57 BEA Certifications v BEA Certification

Review Cycle

v Domain Investment Portfolio ]

v OSD / Army Comptroller Approval

Configuration / Quality A
predl Program EEEEH] Functional Allocated cote apability Prod. ‘P°°"
SARAD 2 H roduct Description
a4l Baseline Baseline Technical Docume" iq
i

< Operationa
B Baseline

Comptroller

Capability &
Funding
Approval

r‘*' ! Required
i " Decision Rev. Milestone A Milestone B IPR Milestone C MDA
=/ == Presentation Presentation Presentation Presentation Presentation authorizes
@ tocCloBIE to CIO/BIE to CIO/BIE to CIO/BIE to CIO/BIE FRP based SLC 7.0
i L. Council Council Council Council Council on OTREmt | G 304
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Review

B Architectures - Learning Objectives
[0 Understand the ‘Architectures’ movement
[1 Identify the major Federal Architectures
[0 Understand the Army Architectures
[0 Understand the relationship between the Architectures

B True or False — ‘Architecture’ is a purely technological term describing the
interactions or interfaces between systems.

B The earlier C4ISR Framework evolved into, was replaced by which of the following:
Federal Enterprise Architecture (FEA)

DoD Architecture Framework (DoDAF)

Business Enterprise Architecture (BEA)

Army Enterprise Architecture (AEA)

OO0 O

B Who is responsible for the Army Enterprise Architecture?

B B At which point(s) in the Acquisition cycle will PMs be required to ensure their
initiatives are BEA Compliant?
68
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Army Portfolio Management
(PfM)

Clifford Dickman
_ b . ClO0/G6 SAIS-ZRI
Learning Objectives

Understand the role of PfM in Army Enterprise Transformation
Recognize Mission Area Domain Roles & Responsibilities
Understand compliance provisions

24 September 2004

69



What is Portfolio Management?

Portfolio Management is management of selected
groupings of initiative investments using integrated
strategies, plans and techniques.

v’ Integrated Strategic Planning

v Integrated Architectures

v Measures of Performance

v Risk Management Techniques
v Transition Plans

v Portfolio Investment Strategies

Portfolio Management policy is intended to support
executive decision making for both IT and Non-IT
Investments

24 September 2004 "Our Army at War -- Relevant and Ready" 7



Why Portfolio Management?

By Law:
e Clinger-Cohen Act (PL 104-106) 1996
e Defense Authorizations Act FY03 (PL 107-314) Dec 02
e Defense Appropriations Act FY04 (PL 108-87) Sep 03

e Defense Appropriations Act FY05 (PL 108-287) Aug 04

= Require OSD Comptroller Certification that any system
investment over $1M is compliant with the BEA and
Transition Plan — or FUNDS MAY NOT BE OBLIGATED

By Policy:
* DepSecDef IT Portfolio Management Memorandum, 22 Mar 04

= Requires IT investment decisions be made using a Portfolio Management
Approach

= Provides concept for managing portfolio of investments that focuses on
improving business and warfighting outcomes and capabilities.

e OSD (Comptroller) Memorandum, 16 Jul 04

= Requires OSD Business Domain Owners develop a business system
compliance plan to:
- Identify business systems requiring USD(C) certification
- Develop a schedule to review business systems in need of certification

- Obtain cross-Business Domain coordination
24 September 2004 "Our Army at War -- Relevant and Ready" 7
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Who is developing DoD

Portfolio Management process?

DoD: DepSecDef tasked DoD CIO with PfM process
* Working group established

v No common v’ Leverage and integrate v Overarching
governance for PfM existing processes governance (including
v Lack of coordination (JCIDS, AMS, PPBS) Mission Areas)
v No firm baseline v' Link PfM to vision, v’ Develop PfM vision
inventory mission, strategic and strategy for OSD
v’ Uncoordinated data plans v' Services manage and
calls v Align OSD process to review Service
. Service processes Portfolio content
v Lack of integrated : ..
efforts v’ Establish IT and IM v'Service CIO is single
performance entry/exit point for
measures PfM reviews

24 September 2004 Our Army at War -- Relevant and Ready 72



What is CPIC?

Capital Planning & Investment Control (CPIC) (OMB A-11)
e Term identified in Clinger-Cohen Act of 1996
e Decision making process ensuring Federal IT investments integrate:

v’ Strategy

v Planning
v Budgeting
v Procurement

v Management of IT Portfolios in
support of mission and business
needs.

Army CIO/G-6 Capital Planning and Investment
Management (CPIM)
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Army Portfolio Management

ClO/G-6: Establishes policy, guidance, performance metrics and
governance for Army Portfolio Management.

PfM process will establish Army Investment strategies and
priorities, identify legacy, redundant or unnecessary systems for
elimination and related transition planning.

Army Capital Planning Investment Management (CPIM) conducts
a capabilities-based review of IT funding requirements:

- Capabilities are those needed to support Army’s future strategy (CSA
Guidance, TAP (includes ACP) and Technical Guidance Memorandum
(TGM))

- Produces a recommended IT funding prioritization listing to support
required capabilities, linking programs/systems that provide the required
capability to Management Decision Evaluation Package (MDEP) and the
resourcing Program Evaluation Group (PEG)

- ClO/G-6 PEG representatives have a prioritized list of IT MDEPs for use
in PEG discussions/deliberations

System Realignment and Categorization Guide (SRAC) assists
business domains in conducting an inventory and
categorization of current systems.
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Army PfM Compliance

CPIM provides an IT investment Strategy:

e Coordinates a coherent IT funding strategy for IT priorities
within the PEG/PPBS process

* Provides CIO/G-6 with a process for IT Investment Strategy
oversight as required by Clinger-Cohen. Each Domain Owner
will be responsible for establishing a complementary process
within their Domain.

e Allows each IT investment to be traced to:

= A requirement or capability specified in the tactical or
institutional architecture

= A capability necessary to support the Army strategy and map IT
capabilities to TAP Code

* Flexible to ensure IT funding strategy capitalizes on best
business practices, emerging requirements and
tactical/operational lessons learned
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Domain PfM Roles and Responsibilities

Key foundational capabilities/requirements validated and
prioritized by Functional Area / SMEs

Incorporate end-to-end (cradle to grave) planning-to-
execution process; define interdependencies and
linkages

Analyze benefits, risks and ROI criteria

Ensure investments focus on the full life cycle of IT
expenditures and support Future Force — Enterprise
value added

Focus on improving the performance and management
of the Domain’s investment portfolio

Use process evaluation techniques

Instill Comprehensive Enterprise portfolio prioritization,
selection and management

Document the Business Case Analysis process
mandated by CCA for capital IT Investments

Implement IT Capital Planning Investment Management
(CPIM) and change management techniques
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Relationship to Enterprise Transformation

Within the Army, Mission Area Leads, driven by Army
Campaign Plan major objectives, will define mission

area priorities that contribute to enhanced warfighter
support.

Domain Owners develop domain investment
strategies aligned to and supporting warfighter
priorities, and then execute the strategy

PfM Process supports the PPBS

- Critical to the efficient allocation of resources to support the
strategic direction of the Army and ensure all IT and Non-IT
related expenditures are enterprise-focused

- Matching $$ invested to capabilities provided allows better
understanding of the impact of funding decisions, enables
more aggressive funding strategies.
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Portfolio essential to Prioritized Investment Strategy

C4/IT
Prioritized Portfolio
Investment |
Strategy

Coordination

across DoD

Mission Areas EIE BMMP
and Domains

supports arfightin

development of
C4/IT Portfolio
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Sub
Portfolios

nctional
Apps
|

CPIM Info NETOPs AKM Architecture Logistics Personnel Battlespace Distributed SATCOM Battlefield C4
Investment Assurance Mgmt  Awareness Learning Comm Infrastructure
Areas
DoD Portfolio Management
Mission
Areas L BMMP EIE Intel

Domain Battlespace Battlespace Force  Protection Focused Information Comm. Computing Core_ D:;Zj;n
Awareness Communications Application Logistics Assurance Infrastructure Enterprise
Areas Systems Services (In work)

Acctg Acquisition Human Installation  Logistics  Strategic
& Resource & Planning &
Finance Mgmt Environment Budgeting
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OSD view on how PfM supports the

Budgeting process

Participate in established DoD Provide portfolio reviews to the
Decision support systems. Missionlareas.
i Domains > SPG

Mission Area Guidance

Inputs Action Review
Guidance/ DoD

POM/BE
SPG A
Pres.Bud. l v
-------- W% RW BN N o AV o
Jan Feb Mar Apr May Jun Jul Aug Nov Dec
Svc POM Build Svc POM
Lock
T Certification Certification
* Manage component IT resources Completed CY
- Identify & meet component mission requirements Service Input
* Support & complement DoD mission requiremen N
* Prioritize IT requirements within overall T _______ IT Exhibits
requirements FMR => Chapter 18

Meet statutory requirements

M PPBS
B Strategic Planning Guidance
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Army Portfolio Management

Army Portfolio Management Oversight
DoD PfM 4 Core Activities: < Army PfM 6 Core Activities:
N

* Selection » Consolidate Systems
Requirements
* Develop EA Planning
& Budgeting documents
» Control

* Obtain Army Approval
*Obtain DoD Approval

 Evaluation
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PfM - Review

Learning Objectives
e Understand the role of PfM in Army Enterprise Transformation
® Recognize Domain Roles & Responsibilities
e Understand compliance provisions
Portfolio Management is to be used to manage selected groupings of:
e Initiatives
e Systems
True or False — PfM is intended to facilitate executive resourcing
decisions to develop a comprehensive Investment Strategy that includes
both IT and Non-IT initiatives
The Portfolio Management process is to be used at the:
e Army Enterprise Level
® Mission Area Level
e Domain Level
e All of the above
The coordinated and coherent Investment Strategy developed by the

PfM process can be used by which groups associated with the Army
POM?
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Points of Contact

LTC Byron Cherry
Director, Investment Strategy Division
703-602-7717 (DSN 332)

Mr. Clifford Dickman Ms. Christina Krishnan
Investment Strategy Action Officer Investment Strategy Action Officer
703-602-7602 (DSN 332) 703-602-7604 (DSN 332)

Ms. Chris Mallory Mr. Steve Smith

Financial Management Analyst Financial Management Analyst
703-602-7901 (DSN 332) 703-602-7900 (DSN 332)

24 September 2004 "Our Army at War -- Relevant and Ready" 83



Army Enterprise Transformation

Learning Objectives

B Understand the role of AEIOO

B Understand the roles & responsibilities of Mission Area Leads
/ Domains

B Understand the role of the attendees

84
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Evolving Enterprise Transformation ﬁ';g??

Guidance

B National Defense Authorization Act FY03 (PL 107-314) (Dec 02)
L1 Initiates Enterprise Architecture & Transition Plan for Implementation

B SECDEF established BMMP under USD(C) & ASD (NII) (May 03)
[ Identifies Domain roles & responsibilities

B National Defense Appropriations Act FY04 (PL 108-87) (Sep 03)

[1 Requires OSD Comptroller certify that any system investment over $1M is compliant
with BEA and Transition plan — or funds may not be obligated.

B DEPSECDEF Memo on IT Portfolio Management (PfM) (Mar 04)
[J Requires IT investment decisions be made using PfM approach

m MID 918 (DRAFT)
[ Directs Services establish IT PfM governance structures: Mission Areas

B SECARMY established AEIOO to provide internal Army integration

[ “...provide top-level policy, guidance, and direction in definition, design,
implementation and integration of enterprise solutions across the Army and between
DoD and other external agencies.” AEIOO Charter, 2003

85
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AEIOO Enterprise Transformation Role

AEIOO Mission:

On behalf of the Secretary of the Army, the Army Enterprise Integration
Oversight Office provides top-level policy, quidance, and direction in
the definition, design, implementation, and integration of enterprise
solutions across the Army and between Department of Defense, the
Army and other external organizations.

Goals:
B Support Army Business Transformation through Enterprise Integration
u

Develop, validate, and maintain an end to end strategy through a transformation
governance structure

B Ensure all projects are coordinated and synchronized at an enterprise level
B Support executive decision-making

On 19 Aug 04 — AEIOO was reassigned to the CIO/G-6 by the

= Army Enterprise Integration Oversight Office 54 September 2004
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Domain Focused Management &>

III'I.EIII'II'EH

Structure

OSD Domain Governance Structure
USD (C)

USD (AT&L) USD (P&R) USD (AT&L) USD (AT&L) USD (C) .

© ©
® o
< <
g Accounting ll Acquisition Human [Installations Logistics Strategic g
D & Resource & Planning '
0N Finance Mgt nvironment & 0
= Budgetin ]
(@) Q
= 2
c Business Mission Area ®
o =
= ASA ASA ASA ASA ASA ASA =
‘;" (FIVll&C) (A|LT) (M8|;RA) (I8|;E) (ALIT) (FM&C) =

G-8 G-3/G-8 G-1 ACSIM G-4

G-8

Enterprise Information Environment Mission Area

OSD(NII) Communications, Computing Infrastructure, Core Enterprise Services

Army Domain Governance Structure
= Army Enterprise Integration Oversight Office

G-3 CIO/G-6

G-2
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Army Transformation
Leadership Council

w

B SECARMY Leads

W Mission Area Leads
participate
QWarfighting/Operations
(G-3)
UBusiness
(ASA FM&C/CFO/G-8)

QEIE
(ClO/G-6)

Qintelligence

Mission Area
Governance Boards

[ w

B Mission Area Leads

govern

B Domain Owners
participate

B Unresolved issues raised
to Leadership Council

M CIO provides IT technical
expertise

B G-3 and G-8 provides

Warfighter focus

G-2

<@mmm== Proposed E—)

B Domain Owners lead
(ASA ALT, FM&C, I&E,
and M&RA)

B ARSTAF, MACOMs and
Agencies participate
B Cross Domain Issues

referred to Mission Area
Governance Board

M CIO provides IT
technical expertise

B G-3 and G-8 provides

Warfighter focus 88
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Army Staff Roles and Responsibilities

m SECARMY
[0 Provide strategic direction
B AEIOO
[0 Establish & maintain structure
[0 Facilitate & monitor execution
m ASA(FM&C)

O Business Mission Area, Accounting & Finance
and Strategic Planning & Budgeting Domain

O Comptroller
B  ASA(ALT)
O Acquisition & Logistics Domain
[0 PEO/PM Oversight
B ASA (M&RA)
0 HRM Domain
" G-3
O Warfighting Mission Area
O Prioritizer
m CIO/G-6
O EIE Mission Area
OO0 Technical expertise
m G-2
[0 Intelligence Mission Area
" G-
0 HRM Domain
B G4
[0 Logistics Domain
m G-8
O Analyze & Integrate, Balance Army Program
B Principal HQDA Officials & FOAs

= Army Enterprise Integration Oversight Office

Overarching guidance and
oversight

Mission area and/or domain
roles

Specific HQDA staff
responsibilities

Specific HQDA staff
responsibilities
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Army Mission Area Leads / Domain Owners :%’??

Roles and Responsibilities

Mission Area Leads: Domain Owners:
verarching guidance and support Domain-specific responsibilities
B Drive cross-domain integration Transformation strategy and structure
[0 Transformation strategy and B Change management and
structure communications
[0 Performance measures B Performance measures
B Domain architecture, process
B Ensure domain compliance with all modeling, and data strategy
statutory responsibilities B Portfolio Management and Investment
[0 Acquisition milestones Review processes
[0 Comptroller certifications B Transition Plan
B Participate in Army Transformation B Guide, monitor and ensure proper
Leadership Council resourcing of:

O Transformation activities and initiatives

[1 Compliance with all statutory
responsibilities

(@)
(@)
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Enterprise Transformation Performance i‘??

Measures
B Enterprise B Domain
[0 Common set of measures that [0 Quantitative
will assess the Army’s progress ® Evaluate a target level of
by using each Domain’s performance expressed as a
contribution to the tangible, measurable objective
Transformation against which actual

achievement can be compared

[0 Qualitative
® Provide a description of the level

[0 Enterprise measures are
derived from assessments of the

Domains of activity that will be provided
[0 Measures are categorized over a period of time or by a
based on the Transformation specified date
Governance objectives: e Critical criteria that is difficult or
® Transform Army Business unable to measure
Operations

® Develop and maintain Army
Business Enterprise Architecture

® Conduct Portfolio Management
® Comply with BMMP

91
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Performance Measures:

BMMP - Army Metrics Map

BMMP Metric Army Metric
Domain Domain Goal Performance Measure
Increment 2: Logistics — Continued Connect the Lag time between initiation of
Sub-Focus: Achieve total asset visibility Logistician - request/information and receipt of
and accurate valuation of assets Continued request/information to/from
(includes Operating, Materials and external trading partner
Supplies; Inventory and Property; % of external trading partners
Plant and Equipment) — identified and connected (JIM -
Continued Joint InterAgency Multinational
and Commercial Trading
Partners)
Finance and Accounting Visibility an % of Army assets that can be
cur. ‘o identified via detail in accounting
A VvVa s system
th gh
rate
weeder
vstem(s)
terpr. . ati Manage the # of IT investments included in a
Ew’ .« nt infostructure portfolio
(IT
Infrastructure)
as an
enterprise to
enhance
capabilities

Installations and
Environment

Achieve total asset
visibility and
accuracy of
the Army Real
Property
Inventory
(RPI)

% of total asset visibility in RPI
% of accuracy of RPI
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AEIOO Enterprise Transformation

Governance

o - Enterprise Army Core Competencies
The Army Vision Solution enabled by enterprise solutions
Enablers

“Who does “ What must | “Howis
what?” be done?” | itdone?”
Policy Directive Instruction and Manual
Governance Structure Governance Guidance Implementation and “How To” Guidance
SECARMY Army Regqulation: DA Pamphlet:
Memorandum:
“Army Enterprise “Management of “Implementation of Army Enterprise
Transformation Army Enterprise Transformation” and Transformation
Governance” Transformation” Guide (Appendix to DA Pamphlet)
< Now in Staffing 53
= Army Enterprise Integration Oversight Office >
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Congressional Concerns

B HR 4200 HASC Rpt 108-491 (Auth FY05) - Sec 332:

[0 Requires Domains approve any business systems expenditure in excess of $1M
(effective 1 Jan 05)

[0 Establish an Investment Review process NLT 15 Mar 05
[1 Develop an Enterprise Architecture NLT 30 Sep 05

B S5.2400 SASC Rpt 108-260 (Auth FY05) - Sec 1004

Develop an enterprise architecture and transition plan NLT 30 Sep 05

Requires approval of SECDEF or designated official for business system
expenditures in excess of $1M

Makes violation of this provision an infraction of the Anti-Deficiency Act
Designates DoD Domain Officials with accountability and responsibility
Establish a Defense Business System Investment Review process

OO0 0O0O0

SR I Congress is watching — and may take action to put control in hands of OSD Domains

94
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Congressional Concerns

B FYO05 Defense Appropriation Act (PL 108-287, 05 Aug 04) - Sec 8083:

[0 ‘None of the funds appropriated in this Act may be used for...a mission critical or
mission essential...information technology system that is not registered with the
DoD CIO...”

[1 “afinancial management system, a mixed information system or a system
improvement of more than $1M may not receive Milestone A approval, Milestone
B approval, or full rate production or their equivalent within the DoD until the USD
(Comptroller) certifies...that the system is being developed and managed in
accordance with the DoD’s Financial Management Modernization Plan” (now
BMMP)

B Certifications as to compliance with Clinger-Cohen Act

[1 “a major automated information system may not receive MS A, MS B, or FRP
approval or their equivalent until the DoD CIO certifies the system is being
developed in accordance with the Clinger-Cohen Act of 1996

== I Both Authorizations and Appropriations committees are increasing oversight
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How does this impact me? =

Il.u‘lﬁll'l‘mm

(Checklist for Army Program Review Cycle) —

ACIUU
Production and Deployment

Pre-Systems Acquisition

> < System Development and Demonstration > «
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i Operation &
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I v Guidance (APGM /| TGM [CpPEGs)

AoA

- || v BEA Certification 3
| LEGEND | _ _ ]
<3 Comptroller Approval v Domain Investment Portfolio <

_ Joint Staff Approval v OMB IT 53 / 300 Submissions

@» Management Review .
2> BEA Certifications v OSD / Army Domain Approval

Program Manage
can assure Domain
Compliance across
the Army Program
Review Cycle

v OSD / Army Comptroller Approval

iguration / Quality A
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r‘i' ! Required
i ] Decision Rev. Milestone A Milestone B IPR Milestone C MDA
A== Presentation Presentation Presentation Presentation Presentation authorizes
o to CIO/BIE to CIO/BIE to CIO/BIE to CIO/BIE to CIO/BIE FRP based SLC 7.0
7 _Council Council Council Council Council on OTREmpt | Q@ 3104
=== — Army Enterprise Integration Oversight Office

24 September 2004



AEIOO Communications Center Saw
www.army.mil/aeioo =

Contact Us

- Army Enterprise Integr ight Office
* Welcome to o) b -

(isanny] Communication ter 600

"H-Accuuniing Human Installations Strategic Enterprise
& Acquisition Resources & Logistics Planning & Information
Finance Management Environment Budgeting Environment

_ Site Map
What's New: I”F‘”“"'“' ganizations

> AEIQO reassigned ta CI0/G-6 ejfl}ct:tlE' '
1 September 2004 - See Memorandu

> Now Available; Systems Realignment : @hce Measures
and Categorization (SRAC) Guide :

> Now Available DRAFT Army Enterprise Communlcatlar_w
Transformation Governance Model and _ S RS D Links
Framework - See "Frameworks® ) ‘=1 L. % References

: T g, AN . > Change Management
> Now Available : Army Enterprise | - 55 % palendar
Transformation Guide - See "Toolkits" ' 3

I Search

= Advanced Search

{fmrer Photo

|@ u“ng.lm Privacy & Security | Accessibility Staterent | Disclaimer
: | CMLINE | Last Updated: Wednesday, 08/25/2004 14:33.42
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Army Enterprise Transformation Guide

www.army.mil/aeioo (Toolkits

Army.mil Contact Us

Army Enterprise Integration Oversight Office

—— Army Enterprise Transtormation Guide
"l.Ar.:auntlnl; Human Installations
& Acquisition Resources & Logistics Planning &
Finance Management Environment Budgeting
Home Site Map
. Home 0 Toolkits ;0 Enterprise Transformation Guide Home —

Transformation Phases

Phase 1 Phase 3 Phase 4 Phase 5
Establish_ Defi Define Establish Continuous

Transformation Transition the _ Transformation
Enablers Plan

Establish
Tra{n&?fotrmallon Review and Refine Transformation Strategy
rateg

Establish and Monitor Performance Measures

Establish
Governance Review and Refine Transformation Strategy
Structure

Develop and Conduct Change Management

Develop and Maintain the Architecture and Transition Plan

Conduct Portfolio Management

w
b
F=
=
b
=]
<
c
=
=
]
S
-
o
L
w
c
©
L.
-

Guide and Support Transformation Execution Activities

References Glossary of Terms/Acronyms View All Tools

= ] . . N . Get macromed {
F 1 Wieww gccessible text wersion of diagram | Get Flash Player 7 m

I Guide Home | Phases | Activities | Eeferences | Glossary of TermsAcronymns | Al Tools 98
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Army Enterprise Transformation - Review

HLearning Objectives
[J Understand the role of AEIOO
[J Understand the roles & responsibilities of Mission Area Leads / Domains
1 Understand the role of the attendees

M True or False — The mission of the AEIOO is to provide top-level policy, guidance, and
direction in the definition, design, implementation, and integration of
enterprise solutions across the Army...

B Name the three centralized Army Governance Boards, in order of precedence

B Cross-domain issues that cannot be resolved by the domains involved can be elevated
to which governance board for guidance and direction?

B \Which Mission Area is considered an enabler for all other Mission Areas and all
Business Domains?

B Name the three types of Performance Measures
| ® Where can you go to get more information, access references and supporting

documents that will support your organizations transformation efforts? 99
3 — Army Enterprise Integration Oversight Office
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Have we achieved our Objectives?

B Course Learning Objectives:

[0 Understand the BMMP Goals, Objectives and Timeline
[0 Understand the Impact of BMMP on Army Enterprise Transformation

[0 Understand the Impact of BMMP on the organizations, processes,
procedures, programs, and systems of the attendees

[0 Understand that focus is Business transformation not Systems
modernization

100
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Tools Available for Support

B Defense Acquisition University
[0 BMMP Course (http://clc.dau.mil/kc/no_login/portal.asp)

B BMMP Homepage
O http://www.dod.mil/comptroller/bmmp/pages/index.html

BMMP Portal
0 https://portalbmmp.dfas.mil/

BMMP Compliance Documentation (registered .mil users only)
[0 Login to BMMP Portal, select Domains Tab

B AEIOO Communications Center (http://www.army.mil/aeioo)
[0 Army Enterprise Transformation Governance (AR 5-xx)
[0  Army Enterprise Transformation Framework (DA Pam 5-xx)
[0 Army Enterprise Transformation Guide
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Wrap-up / Q&A

Army Enterprise Integration Oversight Office
1700 North Moore St, Arlington VA 22209
== 703.696.3877

102
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Back-ups
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Arming the Warfighter Through Business Improvement
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P Mission: Lead the transformation to strategic acquisition by integrating
the people, processes and technologies required to implement a modern
acquisition environment that supports the Warfighter’s needs.

P Vision: An innovative and strategic Acquisition enterprise focused on
efficient and cost-effective delivery of the best possible capabilities that
enable the Warfighter to succeed.

» Transformation Initiatives:
e Governance;
e Architecture;
e Transition Planning; and
e Portfolio Management.
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» Mission: Work in an enterprise manner to improve and transform
business practices and systems to support the customer (service member,
DoD civilian, and others) and the warfighter with a total force approach.

» Vision: Integrated personnel and pay system, Electronic health and
travel records, and Cross-Service Support for military personnel. Support the
readiness of the total force for peacetime, contingency, crisis, and war fighting

» Working today
e Composite Health Care System II
e TriCare Online
e Defense Civilian Personnel Data System
e Defense Travel System

» Work in Progress
e Defense Integrated Military Human Resources System
e Electronic Health Record
e Civilian E-Pay consolidation

Arming the Warfighter Through Business Improvement
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Installations and Environment (I&E)

» Vision: Transformed world class I&E business operations enabled by
integrated information solutions

» Mission: Support installation, environment, safety and occupational
health community business transformation through collaborative:

e Business process reengineering

e Data management strategy

e IT integration

e Change management

» FY04 Initiatives
e BMMP Increment One

e Asset Accountability
e Material Weaknesses

e Real Property Inventory (RPI) Business Process Reengineering
o I&E Architecture
e Transformation Management

Arming the Warfighter Through Business Improvement
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Logistics Domain

» Scope/ Mission

e A DoD logistics enterprise able to support rapid, agile deployment,
employment, and sustainment of the Total Force across the full
spectrum of operations in a cost-effective manner.

» Accomplishments
e BMMP-compliant architecture
e Portfolio Management process
e Portfolio Management Working Group

» Action Plans for FY04-05
e Develop baseline of Component’s Portfolio Management processes
e Educate Logistics Domain on Portfolio Management process
e Implement Portfolio Management Process

Arming the Warfighter Through Business Improvement
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' Strategic Planning and Budgeting (SPB) Domain

» Mission: Transform the planning, programming and budgeting system
to a capabilities-based planning and resourcing system with enhanced joint
capability tradeoff analysis supported by timely, accurate budget execution

and performance data.

» Focus to date: BEA and BPR in area of funds distribution and budget

execution, work with ACC/FIN Domain to design new Standard Financial
Information Structure, to support BMMP 1st increment goal of Clean Audit

Opinion
P Current/future initiatives include:
e Portfolio Management work to reduce number of PPBE systems
e Program-Budget-Execution data integration

e Supporting Small Defense Agencies Business System (in conjunction
with Accounting and Finance (ACC/FIN) initiatives)

e PPBE process improvements, performance/capability measures
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» Mission: People throughout the trusted, dependable and ubiquitous
network are empowered by their ability to access information and
recognized for the inputs they provide.

» Vision: Support the Warfighter, DOD portion of National Intelligence,
and Business Mission Areas by providing a common Enterprise Information
Environment (EIE) foundation for net-centric operations.

» Goals:
e Achieve an ubiquitous, secure and robust global DoD network
e Eliminate bandwidth and computing capability limitations

e Deploy collaborative capabilities and other enterprise-wide performance
support services

e Secure and assure the network and the information

e Achieve an appropriate end-to-end Quality of Service (QoS) to support
DoD mission capabilities

Arming the Warfighter Through Business Improvement
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hitp://www.defenselink.mil/comptrolier/bmmp/

J FEile Edit Wiew Favorites Tools Help

]
Jﬂgdress I@j http:#/segdev2 anteon .coms bmmp2/pages . index_html LI a Go
Home | Contact Us | Sita Map | Links | = |
epa
- = e 3 I search I
Busi anat_:;ement Modernization Program
i 2 arfighter through Biusiness {mprovemernt
Program Enterprise Do A Systemn MNewrs and
Owverview Architecture e Compliance Information
Duick Links '
= BMMP Govermance
* [Doing Business with !
BEMPMPE
® Transition Plan "Howewer, make no mistake -

- we will win this global war

= v
Governance Update on ferror. To do so, we're

Visit the updated going to need to continue to
Gowernance section on this transform our department,
site Click here... making our forces lighter,
more agife. We're going to
Transition Plan Update hawve to continue to Ery o

“Wizit the updated Transition
Plan =ection on thiz =site
Click here...

create a culture that rewards
unconwventional thinking and
thoughtful risk-taking. "

romains Update

“fizit the updated Domains Secretary of Defense
section on this site Click Donald Rumsield
here...

Welcome to the Business Management Modernization Program {BMMP). BMMP
represents an unprecedented effort to integrate financial management and
business operations into a joint Defense Department business enterprise. We
strive to support our war-fighters with world-class business operations. Through
business transformation we will:

» Expend fewer resources on business processes and systems

» Ensure men and woman in uniform hawve the business information they need
when they need it

= Tell Congress and the public, with confidence, where we spend resources in
the Department of Defense Ll

F=] [ [ | [ irtemet 4
Questions and Comments can be Sent Using the “Contact Us” Page on this Website.

Arming the Warfighter Through Business Improvement
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system Acronyms and Definitions

» National Security Systems (NSS). Sec. 5142 of the Clinger-Cohen Act of 1996 defines a
National Security System as “any telecommunications or information system operated by the
United States Government, the function of which -

e (1) involves intelligence activities;

e (2) involves cryptologic activities related to national security;

(3) involves command and control of military forces;
e (4) involves equipment that is an integral part of a weapon or weapons system; or
e (5) is critical to the direct fulfillment of military or intelligence missions.

» ACAT. Acquisition Category*

» Mission Critical Information System. A system that meets the definitions of “information
system” and “national security system” in the CCA (reference (1)), the loss of which would
cause the stoppage of warfighter operations or direct mission support of warfighter
operations. (Note: The designation of mission critical shall be made by a Component Head, a
Combatant Commander, or their designee. A financial management IT system shall be
considered a mission-critical IT system as defined by the USD(C).) A “Mission-Critical
gnf(;rmati*on Technology System” has the same meaning as a “"Mission-Critical Information

ystem.”

» Mission-Essential Information System. A system that meets the definition of “information
system” in reference (l), that the acquirin%Component Head or designee determines is basic
and necessary for the accomplishment of the organizational mission. (Note: The designation
of mission essential shall be made by a Component Head, a Combatant Commander, or their
designee. A financial management IT system shall be considered a mission-essential IT
system as defined by the USD(C).) A “"Mission-Essential Information Technology System” has
the same meaning as a “"Mission-Essential Information System.” *

Arming the Warfighter Through Business Improvement
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System Acronyms and Definitions (Cont'd)

» Mission Support Information System. Is not a Mission Critical or Mission Essential
Information System (see definitions above).

» MACI. Mission Assurance Category I. Systems handling information that is determined to
be vital to the operational readiness or mission effectiveness of deployed and contingency
forces in terms of both content and timeliness. The consequences of loss of integrity or
availability of a MAC I system are unacceptable and could include the immediate and
sustained loss of mission effectiveness. MAC I systems require the most stringent
protection measures.**

» MACII. Mission Assurance Category II. Systems handling information that is important to
the support of deployed and contingency forces. The consequences of loss of integrity are
unacceptable. Loss of availability is difficult to deal with and can only be tolerated for a
short time. The consequences could include delay or degradation in providing important
support services or commodities that may seriously impact mission effectiveness or
operational readiness. MAC II systems require additional safeguards beyond best
practices to ensure adequate assurance.**

» MAC III. Mission Assurance Category III. Systems handling information that is necessary
for the conduct of day-to-day business, but does not materially affect support to deployed
or contingency forces in the short-term. The consequences of lost of integrity or
availability can be tolerated or overcome without significant impacts on mission
effectiveness or operational readiness. The consequences could include the delay or
degradation of services or commodities enabling routine activities. MAC III systems
require protective measures, techniques or procedures generally commensurate with
commercial best practices. **

Arming the Warfighter Through Business Improvement
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Department of Defense

System Acronyms and Definitions (Cont'd)

DoD-Wide. A system that is standard across the Department of Defense.

Joint. Connotes activities, operations, organizations, etc., in which elements of two or
more Military Departments participate. (Joint Pub 1-02)

Multi-Component System. A system used by more than one Component.

Component Standard System. A system that is standard across a Component.

Major Command Standard. A system that is standard across a Major Command.

Below Major Command. Systems which are not DoD-wide, Joint, Multi-Component,
Component Standard Systems or Major Command Standard systems. Includes bridges
(systems that interface between two or more other systems), uniques, and systems used
at a single site.

Information Assurance (IA). Measures that protect and defend information and
information systems by ensuring their availability, integrity, authentication,
confidentiality, and non-repudiation. This includes providing for restoration of information
systems by incorporating protection, detection, and reaction capabilities.**

Architecture. The structure of components, their relationships, and the principles and
guidelines governing their design and evolution over time. (DoD Architecture Framework)

Data Management initiatives. Data Management is the policy, procedures and mechanisms
to ensure visibility, accessibility, semantic interoperability and metadata tagging of data.

Data Stores. Repositories for storing data.

COTS Office Automation Software Products/Suites. COTS software products or suites of
products (e.g., featuring integration and/or bundling) used to perform typical office
information processing functions and increase office productivity.
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BEA 2.2 Release

Products jointly developed with Domains
e OV-6a, Operational Rules Model
e OV6c, EBPM

Products submitted by Domains
e OV-7, Logical Data Models:
» HRM
» I&E (environment only)

Products developed to describe BEA2.2
e AV-1, Overview and Summary
e AV-2, Integrated Dictionary

Products updated by BMSI to meet General
Accounting Office (GAO) and Independent
validation and verification (IV&V) guidance,
but not yet updated to reflect EBPM

e SV-1, Systems Interface Description
SV-4, Systems Functionality Description
SV-6, Systems Interface Description
TV-1, Technical Standards Profile
OV-7, Logical Data Model

Arming the Warfighter Through Business Improvement

» Products not yet updated with Increment
One Content

OV-1, High-Level Operational Concept Graphic
OV-2, Operational Node Connectivity Description
OV-3, Operational Information Exchange Matrix
OV-4, Organizational Relationships Chart

OV-5, Operational Activity Model

OV-7 (for LOG, ACQ, ACC & FIN, and SPB)
SV-3, Systems-Systems Matrix

SV-5, Operational Activity to System Function
Traceability Matrix

SV-7, Systems Performance Parameters Matrix
SV-9, Systems Technology Forecast

TV-2, Technical Standards Forecast

ICOM Hierarchy Report

Activity Hierarchy Report

S sttem Entity to Enterprise Services Linkage
atrix

SV Disposition List

Technical Services to Enterprise Services Linkage
Matrix

Requirements Traceability Matrix
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¥ The Army Portfolio Management Solution

NI Common Standard/Definition of Data Elements
/ ‘ ~___ through BMSI/EIE/WMA & MILDEPS
EIE BMSI WMA
| | | i~ Al |
Portfolios b{ EIE Domain Portfolios by BI\|AMP Domains Portfolios by WMA Domains
Sub Portfolios Sub Portfolios Sub Portfolios
By Service By Service By Service
@ Army —@ & Finance @
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The domain and portfolio-based IT management approach — manages
Information Technology investment and program data within common portfolio structure.
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Guidance in Building the Army Portfolio

The Investment Strategy and Building an Army Portfolio

e Clinger-Cohen
= “provide for the selection ... Management ... and evaluation of IT investments”

= “monitor the performance of IT programs ... and advise regarding whether to
continue, modify, or terminate a program or project”

* DepSecDef IT Portfolio Management Memorandum

= “Decisions on what IT investments to make, modify or terminate shall be based
on architectures, risk tolerance levels, potential returns, outcome goals and
performance.”

= “assure that we have the right IT capabilities to perform our mission and
conduct effective information operations, eliminate outdated ways of doing
business, and achieve our net-centric goals.”

e MID 918 — Draft DoD IT Portfolio Governance

= Draft governance document intending to integrate DoD Mission Areas
(Warfighter, Business, Intelligence and Enterprise Information Environment
(EIE)) IT and investments.

= Document not yet approved — was concern that the policies and structure were
BOt de&ined nor approved, but the services were to be tasked to fund in ‘05 and
eyond.

e Portfolio Management — Management of selected groupings of IT
investments using integrated strategic planning, integrated architectures,
measures of performance, risk management techniques, transition plans
and portfolio investment strategies.

24 September 2004 "Our Army at War -- Relevant and Ready" 18



Steps of Portfolio Management

Identify the Components within your Portfolio (this is where DoD is)
Determine how to evaluate your proposed Portfolio components
(evaluative criteria)

e Capability provided

e Architecture compliance/fit

e Criticality to Mission

* Functional Interdependencies

* Risk and Integration

e Strategic Alignment

* Performance Outcome/Achievements

® Cost and Confidence
Group like-type/supporting components (investments) into sub-
portfolio groups (domains/investment areas) — determine “internal
priorities”
CPIM works with Domain/investment Area leaders, DA Staff and
MACOMs to determine coordinated CIO/G6 priorities (during annual
workshop) to support POM process — “Overall Portfolio priorities”

24 September 2004 "Our Army at War -- Relevant and Ready" 119



The CPIM Strategy extends

across the CIO/G6 CAl/IT Portfolio

ClIO/G-6
Investment
Portfolio

*Each Portfolio Area contains at least three
investment areas, covering all CIO MDEPs

AKM Improve Army Enterprise
Organizational Performance

Personnel Management
Focused Logistics
Distributed Learning

Satellite Comms Focused
Global Reach . .
n Logistics
Right Time,
Cfl/I.T Infrastructurg Right Place
Mission Reach & Split- |
Based Operations i |
Distributed
Learning Personnel
SoldieyyReadiness Management
= Enable Soldiers,
+| Battlefield Comms [ \\\\\\\\ Commanders,
*| & Network Mgmt Managers
+| Networked, Joint
£| C4ISR

Battlespace
Awareness
Relevant
Situational
Awareness

NETOPs /1A  Deliver Network Services/Info Defense in Depth

24 September 2004

Optimize C41/IT Decision-Making

Architecture
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CPIM, Process & Product

CPIM Process conducts a capabilities based review of funding

requirements

Capabilities are those needed to support Army’s future strategy (CSA
guidance, TAP and ACP) and CIO/G6 imperatives

Produces a funding prioritization list to support the capabilities, linked
to programs/systems which provide the required capability, then linked
to MDEP and PEG from which resourced

CIO/G6 PEG representatives carry a prioritized list of
systems/programs by MDEP into PEG deliberations

CPIM Product is a coordinated, coherent IT funding strategy which
addresses IT priorities for use within the PEG/POM process

Provides CIO/G6 the IT funding strategy oversight as required by the
Clinger-Cohen Act

Allows each IT investment to be traced to:

a requirement or capability specified in the tactical or institutional
architecture,

a capability necessary to support the Army as specified by a TAP
Code and map IT capability to MDEP

Flexible to ensure IT funding strategy capitalizes on best business
practices and tactical/operational immediate requirements and lessons

learned -
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CPIM Investment Area

Satellite Communications

Battlespace Comms Systems; Battlespace
Awareness; Focused Logistics

Battlefield Communications &
Network Management

Battlespace Comms Systems; Force
Application; Protection (Force)

C4 Infrastructure

Information Assurance

Information Assurance

NETOPs

Communications; Core Enterprise Services;

Army Knowledge Mgmt

Core Enterprise Services;

Architecture

Computing Infrastructure; Core Enterprise
Services;

Focused Logistics

Focused Logistics

Personnel Management

Battlespace Awareness

Battlespace Awareness; Protection (Force)

Advanced Distributed Learning

24 September 2004
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Governance Roadmap

Defining A Common Data Structure for Portfolio Management

Defines the basic governance structure

DOD and common data elements required for
N" . » | Portfolio Management within DoD

I Defines any additional data elements
I and governance needed for their
Portfolio area — common data elements

VINM
123y

synchronized across, as applicable
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Uncoordinated Management Process

Major point of frustration within the services

e BMMP domains have had random, uncoordinated, conflicting
data calls — many with unreasonable suspenses

e BMMP domains have been by-passing ‘service HQs’ level,
going direct to service domain level for data calls.

e Concern is that unless control is gained over the process, it
will only be exacerbated as the Warfighting, Intelligence and
EIE Mission Areas stand up.

What is Needed

e Define how the data is to be used before collecting data for
data’s sake

e Agreed definition of data standards, and data coordinated
across domains and mission areas

* Ensure the MILDEPs are in the data definition process,
capitalizing upon existing data inventories and standardizing
what is needed
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DoD Data Calls — Random & Uncoordinated

NI

WMA Intel

EIE

Domlains

BMMP
Domains

Information Comm. Computing

Assurance

BattlespaceBattlespace Force . . Focused
Awareness Comms Application o cc %" Logistic.

Core

|
\l Acctg Acquisition Human Instllati

| % Financce Resource& Envij
Mamt

1/

Donllains Domains

In work

Army

Current State — Domain Data Calls often seek similar data but not coordinated for common
structure, many times bypassing service HQs straight to service POCs — result is confusion,
duplicative efforts, and data bases which do not “talk”.
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The Move Toward a Common Data Structure

to Support Data Repositories

PROBE ITMA AITR

(Program Optimization (Information Technology (Army Information
& Budget Evaluation) Management Application Technology Registry)

85TMDEP  [«=—=| 150 MIaWSS w1 4000 Systems

Program $’s & Supports No $ Tracking
300B
*Managed by PA&E * Managed by OSD/NII M
" 1
\\\ : ///
v DADMS X
DoD ASD/NII Directive — 13 July 04 (DON Application
All Mission Areas & Domains And Database Management
In coordination with DoD CIO and System)
MILDEP CIO’s,
to utilize existing DADMS as collection To be referred to as
Respository. DoD IT Portfolio Data Repository

Army 65 Systems
32 Data Fields

*Managed by DON
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